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Abstract: The need for information system integration isagpfor many companies including small and mediizaes
enterprises (SMEs). But especially for SMEs, thatscto run a full-fledged integration platform imise are beyond
the available IT budget. This article describes tbacept of Orchestration as a Service (OaaS),ezisfization of the
Platform as a Service (PaaS) paradigm in the Clécmmputing) world. The goal of this paradigm ispvide a
workflow-based integration platform as a (Cloudjvsee focusing on so-called service orchestratioNg present the
BIS-Grid Engine as a core middleware for an OaaBastructure including a discussion about how owiusion
addresses security requirements that are a kegissCloud technologies.

Keywords: Cloud, Grid, Orchestration, Service Oriented Arelsture, Security, Orchestration as a Service, Btatf
as a Service

1. INTRODUCTION customer relationship management (CRM) software
as a service based on a pay-per-use model. In
ummary, laaS, PaaS, and SaaS are considered as
bsequent abstraction layers with an increasing
gree of abstraction to the executing infrastmectu

Over the last few years the Cloud computin
paradigm gained more and more momentum. |
main characteristics are immediate scalabilityde
res;pu_rcets on _o:err:_an?_ prows(ljonlng and usa ]. Thereby, mechanisms to ensure security and
optimization, - virtualization, and -a pay-per-usey,;, privacy are crucial at each layer in a Cloud
model. Today, there is a consensus that categorizes . o ent
Cloud  computing services into the layers Cloud computing has several properties that
Infrastructure as a Service (laaS), Platform as ke it very attractive for SMEs and start-up
Service (PaaS), and Software as a Service (Sa%

. erprises. Most prominently, these are low entry
(cp. [1, 2]). Web services turned out to be the keé’osts, high scalability, and the possibility to
technology to access services at each layer.

outsource IT systems and services into Cloud

: Iaa_S is the basic layer to allocate and YSfifrastructures that can guarantee a quality of
virtualized compute and storage resources. Users abrvices that the original enterprises could not

p?cmpletely free in de5|gn||ng thelr_d(_)wn compu_tln rovide on their own. Hence, enterprises can
?;ﬁiﬁgﬁtu;e'st;%r i?;(:rgz eé)npr\?i\ﬂ[u:lg rg:gtc;?éze oncentrate on their core business without dealing
pfocess da)':a from gtorage services. Currently th co.mplex T !nfrastructu.res d.|rectly. ;

: ' Besides running the various information systems

Amazon EC2 and S3 Cloud Services [1.7] are trhend services, their integration, referred to as
most famous examples for laaS. PaaS, in contrag

offers aplatform where users can deploy and ru hterprise Application Integration (EAI), is also a
some kind of self-written software. Thereby, th ritical issue for many enterprises. EAI provides

. | q q th |t eans to map business processes to the technical
programming anguage depends on thé pia org§/stem level. One very popular concept to achieve

which is typically _designed for scalability. One is is service orchestration in service-oriented
e>_<ample for PaaS is the Google A_pps Engine .[2 rchitectures (SOA). Web service technologies are
Flna_lly, _SaaS represents the provision of a sing %mmonly used to create SOA since they enable
appl!catlon to customers for on-demand use aSsBrvice orchestration and hide the underlying
service. Users have usually no or only very retsdic technical infrastructure
possibilities for customization. Normally, such a Many small and rﬁedium enterprises (SMEs)
Eoftware seSrV||ce fcan be acc;assed via Istandf?rd V@Rploy consultant services to identify their key
Fowsers. alestorce.com, lor exampie, ONers & iinaqq processes and to build integrated IT
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environments by the deployment of in-houséanguage (WS-BPEL) [3]is an OASIS standard that
integration platforms. But often, the maintenancis able to orchestrate Web services as well afféo o
and operation of such platforms is cumbersomeach orchestration itself as a Web service. This
This brings up the idea of Orchestration as a ervienables the use of lower-level services and presess
(OaaS), where an integration platform in the fofm do build complex services on a higher level, magpin
a service orchestration engine is hosted aradvalue added chain partially or in whole to the
maintained by a so-called Cloud provider. Tdechnical system level. In the course of time, WS-
optimize resource utilization such an orchestratioBPEL turned out as thée-factostandard for service
engine should be designed as a multi-tenantchestration with broad support from industry.
architecture, meaning that different users deplay u The use of loosely coupled services in SOA
run workflows on shared machines. In this contexallows to dynamically switch the location of invake
security and privacy of both the deployed workflowservices, for example to use services offered by an
and their data have to be considered as key issuesexternal provider instead of local services. Thus,
Generally, Cloud computing offers are based 0BOA can be considered as an enabling technology to
Web service technologies, depending on theutsource IT systems and corresponding services to
provider. Furthermore, Grid computing middlewareeduce IT costs. Most of today’'s Cloud services
— closely related to laaS in Cloud computing anddopted the SOA paradigm that can be seen as the
mostly used in scientific environments — and servidasic requirement for Clouds.
orchestration middleware are nowadays as well Microsoft BizTalk Server and SAP Xl are two
based on Web services. The idea to combine theseekamples of commercial integration platforms
order to create an OaaS infrastructure seerapplicable to SOA integration, using WS-BPEL. In
promising. In the BIS-Grid project, our majororder to run such platforms, costs such as licenses
objective is to proof that Grid and Cloudhardware, and system administrators have to be
technologies are feasible for information systemsonsidered. Many companies such as small and
integration, especially when traversing enterprismedium enterprises (SMEs) are not able to operate
boundaries. Small and medium enterprises shall bach infrastructures although they certainly have
enabled to integrate heterogeneous businasseds for integration. Even freely available prasluc
information systems and to use external resourcllee Sun's OpenESB are hard to set-up and maintain
and services with affordable effort, even acrosa a productive manner. Hence, the trusted
company boundaries. orchestration of services is a major concern iru@lo
This article presents two major contributions: Atomputing.
first, we describe our idea of a Cloud orchestratio Within the BIS-Grid project, one goal is to
service and list the requirements we identifiedombine WS-BPEL, the de facto standard for
especially with respect to security. Secondly, weervice orchestration, and Grid technologies w#h i
introduce the BIS-Grid Engine as a standard-basedmprehensive security mechanisms to provide a
core middleware for such an OaaS infrastructureecure integration platform a3rchestration as a
We focus on the architectural design and securigervice(OaaS), according to the “*-as a Service”
standards we adapted from the Grid domain to shgwaradigm. Thereby, we define QOaaS as a
the appropriateness of this implementation. specialization of PaaS, since process developers ar
able to develop, deploy and manage custom business
2. ORCHESTRATION AS A SERVICE processes which can be considered as a kind of self
. . written software.
. Integration is a continuous challenge for both To successfully provide an orchestration engine
!ndustry and research in order to enable the smmlg a commercial Cloud service, the implementation
interaction of (heterogeneous) IT systems ar}qsust address several requirements of the business

serv@ces. Modern intggration solutions_adopted bmain to prove that OaaS represents a cost-saving
service-oriented architecture (SOA) design paradig d secure option for IT system integration. Hence,

in which the workflow-oriented representation o esides the functionality toexecute service

busi_nes_s logic is an inherent part. This meansathat qrchestrations denoted as workflows, there are
applications are encapsulated by enclosed, IOosgé(veral non-functional requirements that must be

coupled, often low-level services which arg_1en into  account when developing  an
composed as service orchestrations to Cree}%plementation for OaaS

(executable) business processes.
The Web Services Business Process Execution
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Fig. 1 — Application scenarios for workflow executn

The major requirement isecurity, comprising organization, up to (d) a complete Grid/Cloud
access control and activity monitoring as well ascenario, in which all components except for the
data privacy. Typically, a workflow combinesclient applications are outsourced to some Grid or
services that are provided by several informatio@loud infrastructure. The scenario (b) is an
systems, and business-crucial or confidentialternative to the OaaS scenario depicted in (T), i
information is passed through the workflow enginevhich conventional components such as storage and
This information must be secured from unauthorizecbmputing resources and the actual information
access. Therefore, business-applicable authewticatsystems are outsourced partially or in whole.
and authorization mechanisms that suppate- The evaluation of the Oaa$S approach is based on
basedandfine-grained access contromechanisms two scenarios with our industrial partners, both
are essential. Moreover, a detailswnitoring of SMEs. Currently, in these scenarios we regard the
user activities on accessed information systems irshouse scenario (a) and the OaaS scenario (cC).
necessary, regarding that workflows may act o@utsourcing information systems to a Grid or Cloud
behalf of users and a consistently access log psovider is dismissed because of serious security
required due to legal issues. Because Clouwbncerns. The overall philosophy is to keep aladat
computing and information system integratiorservices in-house and relevant data for orchesirati
middleware are based on SOA, we require that OaaB8d integration may leave the company on demand
infrastructures must be seamlessly capable of beingder ensuring security, privacy and a trustworthy
integrated withSOA. Interfaces should be providedrelationship to the service provider.
as services including the deployed workflows.

For efficient resource utilization, we require that 3. ARCHITECTURE
OaaS infrastructures must be designednasti-
tenant infrastructures, meaning that workflows of
several companies or users must be executable
the same resource without affecting each other a’%

The BIS-Grid Engine is our core middleware for
OaaS infrastructure, based on widely-used
ndards that are mostly adopted from the Grid
main. The engine is designed to address most of
e above identified requirements.
Grid middleware usually provides access to
compute resources via stateful Web services, also
called Grid services, based on the Web Services
gzesource Framework (WSRF) [4]. Grid middleware
also provides comprehensive security mechanisms to
pable authentication and authorization. UNICORE
d(www.unicore.eu), for example, supports X.509
certificates for authentication and provides an
authorization mechanism that is based on the
gistinguished name of the user certificate withyanl

still guaranteeing data privacy and other releva
gualities of services. Furthermore, workflow!
deployment must be simple and the execution of
workflows must bescalable and high-performing
Finally, we require conformance to tNéS-BPEL
specification, since WS-BPEL is the de fact
industry standard for service orchestrations.
Beside OaaS we considered further deployme
scenarios depending on the degree of Grid/Clo
utilization of the involved components, see Figlre
This ranges from (a) a classical in-house scenario,
which all components are deployed within on
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Fig. 2 — BIS-Grid Engine Architecture

very restricted role mapping. States of WSRF-baseéployment, redeployment, and undeployment of
Web services are represented by service instaneesrkflows). For deployment, a deployment package
and stored in so calleResource PropertiesSuch with all necessary information is send to a service
properties can be accessed or manipulated mmstance. During the deployment process, a
corresponding WSRF methods. specialized version of the generic Workflow Service
The BIS-Grid Engine is based on the UNICOREs created on-demand and hot-deployed into the
6 middleware and provides service extensions fservice container. Thus, each deployed workflow in
workflow deployment and execution. Thus, outhe WS-BPEL engine has a corresponding
service extensions make use of the securitiorkflow Service, and therewith each workflow is
mechanisms of UNICORE 6. Although this providesepresented through an independent and separate
an adequate basis to enable secure workflostateful service. Thereby, the Workflow Service
execution over the internet, more effort was needgdovides the same interface as its WS-BPEL
to fulfill the OaaS requirements we discuss in 3ec. workflow counterpart. The progress of workflow
Figure 2 gives an overview of the architecturehaf t execution and additional configurations such as
BIS-Grid Engine. The key concept is to use asecurity credentials (see Sec. 4) are exposeddy th
arbitrary WS-BPEL engine for workflow executioncorresponding Workflow Serviceinstance as
encapsulated by service extensions to UNICORE &source properties according to the WSRF standard.
All  communication must pass these serviceSince each workflow execution in the WS-BPEL
resulting in a secured WS-BPEL engine that caangine is also regarded as an instance, each
only be accessed with the UNICORE 6 layer. Theorkflow execution is represented by two instances,
WS-BPEL engine is loosely coupled via standardne Workflow Service instance in the UNICORE 6
HTTP connections and can easily be exchangedsirvice container and one workflow instance in the
the WS-BPEL standard changes or a newer versigvS-BPEL engine. Both instances are mapped to
of the engine is available. In general, the BISdGrieach other automatically based on exchanged
Engine enables the interoperability between WS®nessages [13, 14].
BPEL and external services through the support of Message exchange for workflow execution is
(stateful) WSRF Web services and advancdshsed solely on SOAP messages and must pass the
security mechanisms that are discussed separatelysérvices in both directions (ingoing and outgoing).
Sec. 4. Outgoing messages that are initiated by the WS-
The UNICORE 6 service extensions that arBPEL engine (i.e. the invocation of external
mentioned above are th@/orkflow Management services) must be sent to a HTTP proxy that is
Service and the Workflow Servicethat are both running in the UNICORE 6 container. It is ensured
realized as stateful services. The Workflovthat outgoing messages are forwarded to the correct
Management Service is statically deployed and/orkflow Service instance, which stores the
provides methods for workflow management (i.dnformation that is necessary for service invoaatio
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Then, the Workflow Service instance performs thEACML Policies [6] that are very flexible and
external service call. This is especially importardllows fine-grained access control. Access decssion
due to security concerns since certain credentiase described as rules that define the applicqlwfit
may be used for specific service invocations. Theserule by means of the user, targeted resource, and
credentials can be configured both globally atgtesi the desired action. Furthermore, conditions can be
time for one single workflow and locally at runtimeadded that express dependencies between these
for one single Workflow Service instance. elements. The result of a rule is to either deny or

For workflow management functions likegrant access to the resource. Users are idenbfjed
workflow (un)deployment or workflow monitoring the sum of all attributes included in a SAML
an engine-specific adapter is used. Each WS-BPHEissertion or/and via additional attributes requeste
engine has its own engine adapter. Currently, tliring the authorization process. Hence, the policy
ActiveBPEL workflow engine is supported. Thedesigner must be aware of the organizational
implementation of an adapter for the Java Businesguctures and roles of the enterprise to desthee
Integration (JBI) Platform OpenESB that includesccess rights correctly.

the BPEL SE workflow engine is in progress. As a recommendation for an appropriate
distributed identity management system with low
4. SECURITY maintenance costs and the capability to integrate

L : . different identity management systems such as
.S'ecurlty IS one O.f the most |mportant_ ISSUCR ctive Directory or OpenLDAP we suggest
within Cloud — environments, — Communicationgyjypqieth 23], In combination with Grid-Shib the

security, access control, and data privacy haueeto Séatem is able to automatically issue short-lived

considere_d, especiall_y when message are exchang ificates (SLC) together with a SAML assertion
over the internet. Grid security mechanisms can at includes the user's business roles. WelcH. et a

regarded as a basis for secure OaasS becauserof { &cribes such an architecture in more detail fid] a

focgs_gn mode_tr n §ectL)1rity jtandards. lized X.50 Short Lived Credential Service (SLCS) that issues
rid security is based on personalized X.50¢, ¢ 'is nresented by SWITCH].

certificates issued by a Certificate Authority (Cd) Th . L : :
) 4 . ; e major advantage in this security architecture
an associated Registration Authority (RA). Eacpi the seamless integration of existing identity

person that intends to participate in a Grid mustt gjanagemem systems with the Shibboleth system,

this CA. Acgess permissions are gff’?“te_d as Mo providing Grid compatibility based on SLC
memk_)ershlp ina so-(_:alled virtual organization (VG ith GridShib. An internally hosted and maintained
thatt IS m$|rr]1_ta|ned in se_paratih Vo m?naglemff&tentity management system can obtain and check
?I/S edms. I?h sc%narlo IS ge' er agp ICable 1 edentials as well as supply attributes, so-called
ouds mnor the Dbusiness domain. company, mpus attributes. An SLC usually has a short
possibly having several hundred employees and hi time of at most one million seconds (approx. 11

employee fluctuation, cannot send each neWays), so that all roles and the connected righds a
employeepersonallyto a RA in order to get them a\'gvalid after this period. It is technically also

personalized certificate. Furthermore, rights stiou ossible to reduce the lifetime of an SLC, for

be bound to business roles from existing identi xample, to one day. This guarantees that roles and

management —systems without introducing  a ermissions are only valid for a short time and tmus
additional system for VO management. These fa renewed every workday, which is especially

require a d_istributed _ident_ity management sySte[ﬂ\portant since a mechanism to revoke invalid SLCs
that recognizes local identity management syste missing in this architecture

with the possibility to grant or revoke role-base Fig. 3 depicts the authentication and

permissions in a short time for an Oaa$S scenario. dauthorization process of the BIS-Grid Engine. The

SAML [5] is a standard that is capable to enco Certificate is used to establish an SSL connection

grb|trary attributes, sugh as roles and .aff'l'&t"on etween the user and the BIS-Grid Engine so that
into a so-called assertion. Such assertions can
i

. . . é?nsport layer security as well as user authentica
issued by an identity management system. SAM guaranteed. All requests must pass the Policy

also prqwdes the'capgblllty {0 express flne-gr"'*“neEnforcement Point (PEP) before reaching the actual
credential delegation rights, for example, to €EPIC service. The PEP asks the Policy Decision Point

that an entity is ﬁ”dOV\]f.ed éot_pro?cess anT?](_:tlwttygzjn PDP) for a decision that is based on the inserted
resource in a well defined time frame. 1his staddak , o rules. The attributes that are included ie th

IS approp'nate 'to transport enriched user inforamati tached SAML assertion are used to authorize the
from an identity management system to the Oa er. Only when access is granted, the request

infrastructure. .
" . . . reaches the service instance.
For describing rights, the BIS-Grid Engine uses Hot-deployment of the Workflow Service also

5
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without advanced security, UNICORE 6 services

Federated Identity Management System with certificate-based authentication and SAML-

based authorization, as well as Globus Toolkit 4
(GT4) services that are secured via proxy certifisa

and Web services security standards like WS-Trust

or WS-Secure Conversation. For each used service,
I 1. Request SLC

security credentials can be configured separately.
We can use Credential Delegation via Proxy
) BIS-Grid Engine Certificates '(GT4) or. SAML assertior]s
Py P (UNICORE), invoke services with a BIS-Grid
User  2.Sendrequest | =R Engine certificate or another previously provided
mluding SAML | b [ Policy | certificate, or just username and password. Since
most Cloud services use proprietary security
mechanisms, possibly some customizing will be
necessary, if a new Cloud service should be
supported.
demands hot-deployment of security policies. We To sum up, the BIS-Grid Engine provides high-
established such a hot-deployment mechanism fiewvel security on all layers as required in Sec. 2.
XACML policies by adding new rules to the PDPBesides the technical and organizational issues
However, the possibility to add new policies alsdiscussed in this article, this topic also involiegal
brings up the threat of misuse, for example, bigsues to be addressed which are not part of t8e Bl
adding policies that affect other services. Heme®, Grid project.
limit newly inserted XACML rules so that the Due to simplicity of the exemplary evaluation,
according rule set can only affect the correspandinve decided not to set up a complete Shibboleth
Workflow Service. environment for our OaaS prototype. We use a
After discussing authentication and authorizatiorsimilar solution that also supports SAML assertions
we have to consider privacy, too. If severabut lacks in using a federated identity management
companies work with the same OaaS infrastructureystem. The UNICORE Virtual Organisations
it must be ensured that only authorized users ean System(UVOS) allows the administration of user
what workflows are deployeat what workflows are identities combined with arbitrary attributes fach
currently running Authorized, in this case, does noidentity. Additionally, hierarchical organizationan
only mean that the user must have the right tee mapped to hierarchically organized groups and
deploy a workflow. The system has also tattributes can be attached to groups and thergwith
distinguish between affiliations or even departraentll members of a group. Groups or sub-group
during information retrieval operations for depldye members and attributes can be managed by different
workflows or for running workflow instances.administrators. All UVOS-managed information can
XACML policies are not applicable for this issuebe queried by SAML2-compatible applications [8].
since they restrict service method invocations bfesponding to such a query, UVOS answers with a
not the content of an invocation result. Weaigned SAML assertion including all attributes
established means to filter information according t(group affiliations, group attributes, and global
the authentication attributes when discovergttributes). The combination of UVOS and
operations are used. Therefore, we store enrichglICORE 6 is fully integrated and well-tested in
information about the creator of an instance in thtde Chemomentum project, in which UVOS was
instances itself. As an example, instances of thieveloped originally.
Workflow Management Service store the creator's
distinguished name, his affiliation, and his bus@e 5. RELATED WORK
role. When someone else queries for deployed
workflows, the BIS-Grid Engine will only show : ) : ;
workflows matching the same affiliation andregqrdlng service orchestration —in  Cloud
business role. Both must be included in the Sign&gwquments, proving the relevance of the QaaS
SAML assertion the user presents with his SLC. Raradlgm. Unfortunately.’ th‘?se are all new projects
similar filter also guarantees privacy for searghinfSlnd aim at commercial ISSues _and h_ence the
for instances of a Workflow Service. mfras'gructures are not described in detail. In the
In addition we have to regard how to configuréouow'ng’ we present some of these commercial

security for invoking Web, Grid, and Cloud serviceQrOJ‘?CtS but also_ regard _relate_d work concerning
service orchestration in Grid environments.

from the BIS-Grid Engine. At the moment, we ) P I d ide th
support the invocation of standard Web services Microsoft recently started to provide the .NET

Fig. 3 — Security Architecture Overview

There are several upcoming and new projects
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Workflow Service as part of the .Net Services @& thand execute workflows in Grid environments but
Azure Services Platform [18] in order to executgithout using the industrial de-facto standard WS-
user-defined declarative workflows as lightweighBPEL nor addressing the new Cloud computing
service orchestrations. These services facilitage tparadigm (e.g., see [10, 11]).

idea of aninternet Service Bushat addresses the

need for cross-enterprise service orchestration, 6. CONCLUSION

supporting both the SaaS paradigm as well as : : .
MiEerosoft'% Software-pIus-SerSicesst?ategy. The We discussed our Orchestration as a Service

provided services can also be regarded as Oaas, ,[Rﬁradlgm ('Oaaslg asSa %peusallged form o{hPIan;or;n
highlighting our efforts to be relevant in commaeici as a -ervice (.aa ) Jaas decreases e start-up
contexts. costs to apply information system integration by

CSC [19] recently announced CIOUOIoutsourcing the operation and maintenance of a

Orchestration Services and Trusted Cloud Servic@’éjrkﬂow engine to an OaaS provider. Such a

promising various features such as service Ieve[owder POSSESSES both the_know-hpw an_d the
management, remote monitoring, reporting, dafgsources to prowd_e orchestrgtlon Services wieh th
transparency, and security while ensuring industr orresponding qual!ty of Services with Iower.costs
specific compliance and auditing services. Thereb an small or.r.nedlum enterprises can prowde_on
Business Process as a Service (BPaaS) is name 3# own. Additionally, we present(_ed four SCcenario
one category of their Trusted Cloud Services bran Ih different degrees of outsourcing services to a

Unfortunately, there is very little information alio rl\(jlvor CIIOUd mfras'E[ru(;:tE[Jr:e. BIS-Grid Enai
the concrete services, their realization, and the € aiso presente € - ngine as an

offered service level agreements. example of a technical core system of an OaaS

Cordys [20] also promotes Cloud-based serviddfrastructure that considers most of the necessary
orchestration, called Enterprise Cloud Fedquirements especially with respect to security.

Orchestration Thereby, they emphasize the S,[i“_BuiIding on well-accepted standards from industry

traditional nature of the SaaS distribution modfel i?norl] stzlentlflcv\;:é)rgglg[lgf (name]y Welra] g,ter\t{lce
contrast to the Cloud idea as a federation of wdiffe echnologies, ) or Service orchestration,

d security standards such as X.509 certificates
Clouds that may range from general-purpose Clou . o '
to specialized Clouds in the future. Fundamental %ort Lived Certificates, SAML, and XACML for

this requires an orchestration layer in the Clond uthentication and authorization), we constructed a

enable enterprises developing new business modg]gltl-tenant, OaaS-capable workilow engine that

and facilitate Application Service Provisioning. supports rolg-base_d access cc_)ntrol. .
The Chemomentum [21] project provide An open issue is to investigate the scalability of

workflow extensions for UNICORE 6, consisting o he system. In Clouds, architectures must scale for
two UNICORE 6 service containers. The firs _everal thousand users and workflows at the same

container represents a workflow engine th me. In [15].’ we present some ideas about load

processes workflows on a logical level. The seco I?ngﬁ] Wétr?egrl] ;Zrlfogsgség: (I)|];1 th; tﬁfﬁgﬁg

container represents a servic_e orches'_[rator_ ¢ rgxy 6f thge archit'ecture and thepWSg-BPEL engine

transformi so-ct?lledeork Assignments into job fers various possibilities for load balancing

given in the Job Submission Description Langua L

(JSDL) [12]. Both, this UNICORE 6 workflow ggiroaches. However, concrete evaluation is future

system and the BIS-Grid Engine are implemented ' . . .
- - .~ The BIS-Grid Engine and the engine's

service extensions to the UNICORE 6 servic )

container. However, the UNICORE 6 Workﬂowgocgmgnta"uon can be found on Sourceforgg at

system does not support the integration of a W :[tp.//bls-grld.sourcefprge.net. The _ project

BPEL workflow engine well-adopted in industry. g"‘_’;{)‘f"blez épartly in German) are available on
In [9] Amnuaykanjanasin and Nupairoj presentQ p-/7isgrid.de.

solution to orchestrate Globus Toolkit services
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